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Polityka Bezpieczenstwa Informac;ji

SoftFlow Sp. z o.0. prowadzi dziatalnoS¢ przy zachowaniu najwyzszych
standardow, profesjonalnie, uczciwie, w sposdb godny zaufania oraz w zgodzie
z przyjetymi zasadami ochrony danych osobowych i bezpieczenstwa informacji.
Bezpieczenstwo informacji oraz systemow, w ktorych sg one przetwarzane jest
jednym z kluczowych elementéw naszej Spotki oraz warunkiem ciggtego jej
rozwoju. Gwarancjg sprawnej i skutecznej ochrony informacji jest zapewnienie
odpowiedniego poziomu bezpieczenstwa oraz zastosowanie adekwatnych
rozwigzan technicznych.

Stosownie do zidentyfikowanych ryzyk, najlepszych branzowych praktyk
bezpieczenstwa informacji i zobowigzan umownych SoftFlow Sp. z 0.0. wdrozyta
srodki techniczne i organizacyjne, aby zapewni¢ adekwatny stopien bezpieczenstwa
informacji.

Dla zapewnienia wysokiego poziomu ochrony danych i prywatnosci stosujemy
nastepujgce zasady:

e wszystkie procesy zwigzane z bezpieczenstwem informacji sg poddawane
regularnym przeglagdom (minimum raz w roku),

e regularnie (minimum raz w roku) wykonywany jest proces oceny ryzyka
bezpieczenstwa informaciji,

e wszyscy pracownicy SoftFlow Sp. z 0.0. sg co roku szkoleni w zakresie
bezpieczenstwa informaciji,

e zwracamy szczego6lng uwage na dobor kompetentnej kadry pracowniczej oraz
odpowiedni nadzér nad powierzonymi im procesami, w tym zwigzanych z
przetwarzaniem danych osobowych,

e zbieramy informacje i analizujemy wszelkie incydenty zwigzane z naruszeniem
bezpieczenstwa i podejmujemy niezwtoczne dziatania w celu wyeliminowania
tych zagrozen,

e stale monitorujemy skuteczno$¢ stosowanych zabezpieczen,

e ktadziemy duzy nacisk na cigglte doskonalenie systemu zarzgdzania
bezpieczenstwem informaciji.

Wszyscy pracownicy i wspotpracownicy SoftFlow Sp. z 0.0. zobowigzani sg do
przestrzegania wymagan wynikajgcych z niniejszej Polityki bezpieczenstwa informaciji
jak roéwniez zwigzanych z nimi regulacjami (w tym procedurami, instrukcjami,
wytycznymi, zaleceniami). W szczegdlnosci obowigzani sg do:

e dbatosci o bezpieczehstwo informacji,

e stosowania zabezpieczeh dokumentéw i sprzetu informatycznego,

e zgtaszania wszystkich incydentéw bezpieczenstwa informaciji,

e zgtaszania propozycji rozwigzan systemowych i organizacyjnych stuzgcych

poprawie poziomu bezpieczenstwa informacji.




